
Bescherm uw organisatie met een NIS2 Audit
NIS2 Audit



De NIS2-richtlijn (Netwerk- en Informatiebeveiligingsrichtlijn) is een Europese regelgeving 
die organisaties verplicht hun cyber security te versterken en incidenten te melden. Dit 
helpt kritieke infrastructuren te beschermen tegen cyberdreigingen. In oktober 2024 zal 
deze wetgeving in werking treden, al moet hierbij wel opgemerkt worden dat de individuele 
lidstaten deze wet moeten omzetten naar wetgeving voor de lidstaat.

Waarom een NIS2 Audit?

Beter inzicht: Zorg ervoor dat uw organisatie weet in welke mate het voldoet aan de 
NIS2-richtlijn.

Verbeterde cyber security: Verbeter de cyber security door inzicht in de sterke en 
zwakke punten in het IT-landschap. 

 Vertrouwen van klanten: Toon uw toewijding aan cyber security en bouw 
vertrouwen op bij klanten en partners. 

Wat is de NIS2-richtlijn?



•	 Inventarisatie: Begrijpen van uw bedrijfscontext en specifieke eisen.
•	 Scope definitie: Afbakening van de audit-omvang en -doelstellingen.

stap 1: Voorbereiding

•	 Consultancy: Doorlopende ondersteuning en advies voor continue verbetering.

stap 4: Nazorg

•	 Volwassenheidsbeoordeling: Toetsing van de organisatie aan 61 controles in 
	 16 domeinen.
•	 Evaluatie van cyber security maatregelen: Controle op naleving van 
	 NIS2-vereisten.
•	 Weerbaarheid: Toetsing van algemene weerbaarheid tegen bekende 			 
	 aanvalstechnieken. 

Stap 2: Uitvoering

•	 Gedetailleerd auditrapport: Inzicht in bevindingen en duidelijke aanbevelingen.
•	 Verbeterpunten: Concreet actieplan om geïdentificeerde problemen aan te pakken 	
	 en uw cyber security te versterken.
 

Stap 3: Rapportage



Waarom kiezen voor OpenSight?

Bereid uw organisatie voor op de 
toekomst met een uitgebreide NIS2 
Audit. Voor meer informatie en een 
vrijblijvend consult, neem contact met 
ons op via:

Maatwerkoplossingen

Oplossingen afgestemd op uw 
specifieke behoeften.

Ervaring en expertise

Jarenlange ervaring in cyber 
security en naleving.

Betrouwbare partner

Toewijding aan het beschermen 
van uw organisatie.

info@opensight.nl
085 - 303 10 10

Neem contact met ons op

“Helder en pragmatisch advies dat 
aansluit bij jouw bedrijfsprocessen”


